**Załącznik nr 6 do Zapytania ofertowego**

W celu wykazania spełniania warunków, o których mowa w pkt 9 ust. 1 ppkt 1.2.Zapytania ofertowego

Wykonawca załącza do oferty na :

***„*Wykonanie audytu na zgodność z wymaganiami ustawy o Krajowym Systemie Cyberbezpieczeństwa*”*****znak sprawy: WRZ.270.231.2022**

**WYKAZ OSÓB**

Wykonawca oświadcza, że do realizacji zamówienia dysponuje osobami zdolnymi do wykonania zamówienia o kwalifikacjach zawodowych, doświadczeniu i wykształceniu niezbędnym do wykonania zamówienia, odpowiadającym warunkom określonym poniżej:

| **Lp.** | **Rola** | **Minimalne wymagania** | **Spełnia wymagania TAK lub NIE** | **Imię i nazwisko** **oraz informacja o podstawie do dysponowania**  **osobami** (np. umowa o pracę, umowa o dzieło, umowa -zlecenia itp.); **oraz** **nazwy posiadanych certyfikatów przez daną osobę\*** |
| --- | --- | --- | --- | --- |
| **1** | **Specjalista** | Wykonawca spełni warunek jeśli wykaże, że każda z osób realizujących usługę dysponuje przynajmniej jednym ważnym certyfikatem z niżej wymienionych:  1. Certified Internal Auditor (CIA);  2. Certified Information System Auditor (CISA);  3. Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami [ustawy](https://sip.lex.pl/#/document/18301953?cm=DOCUMENT) z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku (Dz. U. z 2017 r. poz. 1398 oraz z 2018 r. poz. 650 i 1338), w zakresie certyfikacji osób;  4. Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;  5. Certified Information Security Manager (CISM);  6. Certified in Risk and Information Systems Control (CRISC);  7. Certified Information Systems Security Professional (CISSP);  8. Systems Security Certified Practitioner (SSCP);  9. Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert |  |  |
| **2** | **Specjalista** | Wykonawca spełni warunek jeśli wykaże, że każda z osób realizujących usługę dysponuje przynajmniej jednym ważnym certyfikatem z niżej wymienionych:  1. Certified Internal Auditor (CIA);  2. Certified Information System Auditor (CISA);  3. Certyfikat audytora wiodącego systemu zarządzania bezpieczeństwem informacji według normy PN-EN ISO/IEC 27001 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami [ustawy](https://sip.lex.pl/#/document/18301953?cm=DOCUMENT) z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku (Dz. U. z 2017 r. poz. 1398 oraz z 2018 r. poz. 650 i 1338), w zakresie certyfikacji osób;  4. Certyfikat audytora wiodącego systemu zarządzania ciągłością działania PN-EN ISO 22301 wydany przez jednostkę oceniającą zgodność, akredytowaną zgodnie z przepisami ustawy z dnia 13 kwietnia 2016 r. o systemach oceny zgodności i nadzoru rynku, w zakresie certyfikacji osób;  5. Certified Information Security Manager (CISM);  6. Certified in Risk and Information Systems Control (CRISC);  7. Certified Information Systems Security Professional (CISSP);  8. Systems Security Certified Practitioner (SSCP);  9. Certyfikaty uprawniające do posiadania tytułu ISA/IEC 62443 Cybersecurity Expert |  |  |

\* - Należy oprócz imienia nazwiska i podstawy dysponowania, wpisać nazwę jednego certyfikatu na spełnienie warunku udziału w postepowaniu, przy każdym specjaliście.

………………………………………………

*podpis Wykonawcy lub osoby uprawnionej do jego reprezentowania*