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nazwa Wykonawcy (Uczestnika)

**OŚWIADCZENIE O ZACHOWANIU POUFNOŚCI INFORMACJI**

**znak sprawy: WPZ.510.2.2021**

Oświadczam, że zobowiązuję się do:

1) nieujawniania jakichkolwiek informacji technicznych, technologicznych, prawnych, organizacyjnych dotyczących systemów i sieci informatycznych oraz teleinformatycznych, a także danych w nich zawartych, z którymi zapoznałam/zapoznałem się w związku z wstępnymi konsultacjami rynkowymi o których mowa w art. 84 ustawy Prawo zamówień publicznych (Dz.U.2021.1129 t.j.), **w zakresie systemu ochrony baz danych (DAM) na potrzeby Centrum e-Zdrowia,** niezależnie od formy przekazania tych informacji i ich źródła,

2) wykorzystania w/w informacji jedynie w celach i w zakresie niezbędnym do przygotowania materiałów na potrzeby wstępnych konsultacji rynkowych o których mowa w pkt 1) .

Ujawnienie i wykorzystanie informacji określonych w pkt 1) jest dopuszczalne w zakresie przewidzianym przepisami prawa.

Zostałem pouczony o treści przepisów :

*1. Art. 266 Ustawy z dnia 6 czerwca 1997 r. Kodeks Karny (t. j. Dz. U. z 2020 r. poz. 1444 )*

*§ 1. Kto, wbrew przepisom ustawy lub przyjętemu na siebie zobowiązaniu, ujawnia lub wykorzystuje informację, z którą zapoznał się w związku z pełnioną funkcją, wykonywaną pracą, działalnością publiczną, społeczną, gospodarczą lub naukową, podlega grzywnie, karze ograniczenia wolności albo pozbawienia wolności do lat 2.*

*2. Art. 267 Ustawy z dnia 6 czerwca 1997 r. Kodeks Karny (t. j. Dz. U. z 2020 r. poz. 1444)*

*§ 1. Kto bez uprawnienia uzyskuje dostęp do informacji dla niego nieprzeznaczonej, otwierając zamknięte pismo, podłączając się do sieci telekomunikacyjnej lub przełamując albo omijając elektroniczne, magnetyczne, informatyczne lub inne szczególne jej zabezpieczenia, podlega grzywnie, karze ograniczenia wolności albo pozbawienia wolności do lat 2.*

*§ 2. Tej samej karze podlega, kto bez uprawnienia uzyskuje dostęp do całości lub części systemu informatycznego.*

*§ 3. Tej samej karze podlega, kto w celu uzyskania informacji, do której nie jest uprawniony, zakłada lub posługuje się urządzeniem podsłuchowym, wizualnym albo innym urządzeniem lub oprogramowaniem.*

*§ 4. Tej samej karze podlega, kto informację uzyskaną w sposób określony w § 1-3 ujawnia innej osobie.*

*3. Art. 268 Ustawy z dnia 6 czerwca 1997 r. Kodeks Karny (t. j. Dz. U. z 2020 r. poz. 1444 )*

*§ 1. Kto, nie będąc do tego uprawnionym, niszczy, uszkadza, usuwa lub zmienia zapis istotnej informacji albo w inny sposób udaremnia lub znacznie utrudnia osobie uprawnionej zapoznanie się z nią, podlega grzywnie, karze ograniczenia wolności albo pozbawienia wolności do lat 2.*

*§ 2. Jeżeli czyn określony w § 1 dotyczy zapisu na informatycznym nośniku danych, sprawca podlega karze pozbawienia wolności do lat 3.*

*§ 3. Kto, dopuszczając się czynu określonego w § 1 lub 2, wyrządza znaczną szkodę majątkową, podlega karze pozbawienia wolności od 3 miesięcy do lat 5.*

*4. Art. 268a Ustawy z dnia 6 czerwca 1997 r. Kodeks Karny (t. j. Dz. U. z 2020 r. poz. 1444 )*

*§ 1. Kto, nie będąc do tego uprawnionym, niszczy, uszkadza, usuwa, zmienia lub utrudnia dostęp do danych informatycznych albo w istotnym stopniu zakłóca lub uniemożliwia automatyczne przetwarzanie, gromadzenie lub przekazywanie takich danych, podlega karze pozbawienia wolności do lat 3.*

*§ 2. Kto, dopuszczając się czynu określonego w § 1, wyrządza znaczną szkodę majątkową, podlega karze pozbawienia wolności od 3 miesięcy do lat 5.*

*5. Art. 269 Ustawy z dnia 6 czerwca 1997 r. Kodeks Karny (t. j. Dz. U. z 2020 r. poz. 1444 )*

*§ 1. Kto niszczy, uszkadza, usuwa lub zmienia dane informatyczne o szczególnym znaczeniu dla obronności kraju, bezpieczeństwa w komunikacji, funkcjonowania administracji rządowej, innego organu państwowego lub instytucji państwowej albo samorządu terytorialnego albo zakłóca lub uniemożliwia automatyczne przetwarzanie, gromadzenie lub przekazywanie takich danych, podlega karze pozbawienia wolności od 6 miesięcy do lat 8.*

*§ 2. Tej samej karze podlega, kto dopuszcza się czynu określonego w § 1, niszcząc albo wymieniając informatyczny nośnik danych lub niszcząc albo uszkadzając urządzenie służące do automatycznego przetwarzania, gromadzenia lub przekazywania danych informatycznych.*

……………………….…….dnia…………... ………………………..……….…………………...

(miejscowość, data) (podpis osoby upoważnionej do reprezentacji Uczestnika)